Uniform Electronic Commerce Act (Consolidation, 201)
Part 1 - Provision and Retention of Information
Part 2 - Communication of Electronic Documents

Part 3 - Carriage of Goods

Legal relationships have long been based on pajpemdentation. Many rules of law are expressedrigdage
that suits documents on paper. Over the past gamgrhowever, paper has been giving way to compute
generated communications. In the past decade, nad@omputers and particularly the Internet have
accelerated the replacement of paper and spra#d itew domains, notably to consumer and domestic
transactions.

The effect of these developments on the law is @ice To some extent the courts have come to tevits
technology, to some extent people made contragieotade standards for computer communications,tand
some extent special legislation has clarified tiles. The Uniform Law Conference of Canada adojsed
Uniform Electronic Evidence Act in 1998.

The benefits of efficiency and interactivity thiavi from the expansion of electronic communicatians
reduced by persistent legal uncertainty, howewvepalrticular, it is difficult to be sure that such
communications will satisfy statutory rules thajue writing, or signatures, or the use of origid@acuments.
Many legal relationships, especially contracts,etebon the intention of the parties. It has nonbeear to
what extent such intention can be communicatednaatioally, or by symbolic actions like clicking @m icon
on a computer screen.

Numerous efforts have been devoted to resolvingetluacertainties. The international standard indhaction
has been the United Nations Model Law on Electr@oomerce, adopted by the General Assembly of the
United Nations in November, 199@ttp://www.un.or.at/uncitral/english/texts/eleatanl-ec.htm)The Model
Law seeks to make the law "media neutral”, i.ealiy@applicable to paper-based and electronic
communications. It does so by proposing "functiegivalents" to paper, i.e. methods to serve m@eidally
the policy purposes behind the requirements tgagper. It does so in a "technology neutral” wagy, without
specifying what technology one has to use to aehikig functional equivalence.

The result may be described as "minimalist” le¢jista The rules may appear very simple, even satfent.
They are also flexible, allowing many possible waf/satisfying them. They are, however, a vitapdtaward
toward certainty. They transform questions of capdtAm I allowed to do this electronically?") iot
questions of proof ("Have | met the standard?"jsTa radical difference. Many computer commutiice
occur between people who have agreed to deal twat(mdeed the Model Law does not force peoplest®
computer communications against their will.) Withprovisions like those of the Model Law, howewbe
legal effectiveness of electronic transactions @amsent may not be clear.

It is important to note that the Model Law does patport to improve the quality of documents ongraphen
they are replaced by electronic documents. Def#disrm or reliability or permanence that peopleemt on
paper will not affect the validity of electronicuggalents. Parties in practice may ask for morei@sse than
bare validity gives them, just as they may do fapgr records. Oral contracts can be binding, butynpaople
want them in writing anyway. In any medium, the imal requirements for legal validity may not mete t
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standards for prudent business or personal traneacRemoving barriers to electronic commerce s
require a change in this philosophy.

The Uniform Electronic Commerce Act is designedhiplement the principles of the UN Model Law in
Canada. It applies, however, beyond the scopeavhficerce”, to almost any legal relationship that mesguire
documentation. A list of exceptions appears inise@. The commentary to each section explains the
principles and, where necessary, the operatioheo$éction. Further assistance may be sought idkh&uide
to Enactment of the Model Law, which is at the safeld Wide Web address as the Model Law, noted
above.

The Uniform Act has three parts. The first parssmit the basic functional equivalence rules, gredsout
that they apply when the people involved in a taatisn have agreed, expressly or by implicatioryge
electronic documents. This avoids the need to ama#ride many statutes that may state or imply diome of
communication.

This part applies some special rules to governméritas been widely considered, not just in Caradan
several other countries, that the general permmdsiaise electronic communications may expose govents
to an overwhelming variety of formats and medid thay may not have the capacity to handle andrttast
not work for their particular purposes. Privatetseentities can limit their exposure by contraggyernments
often deal with people with whom it has no contr&art 1 therefore allows governments to set its nvles for
incoming electronic documents. Outgoing documeradsldvhave to conform to the general standardseof th
Act, unless authorized to do otherwise by somerddggslation.

Part 2 of the Uniform Act sets out rules for part# kinds of communications, including the formatiand
operation of contracts, the effect of using aut@ddtansactions, the correction of errors wheninigalith a
computer at the other end of the line, and deem@desumed time and place of sending and receiving
computer messages. Part 3 makes special provsidhd carriage of goods, to permit electronic doents in
a field that depends, on paper, on the use of enilpeuments, the creation of which is challenging
electronically.

Definitions

1. The definitions in this section apply in this At

(a) "electronic" includes created, recorded, transnitted or stored in digital form or in other intangi ble
form by electronic, magnetic or optical means or byany other means that has capabilities for creation
recording, transmission or storage similar to thoseneans and " electronically" has a corresponding
meaning.

(b) "electronic signature™ means information in electronic form that a person has created or adoptedn
order to sign a document and that is in, attachedat or associated with the document .

(c) "Government" means

(i) the Government of [enacting jurisdiction];



(i) any department, agency or body of the Governma of [enacting jurisdiction], [other than Crown
Corporations incorporated by or under a law of [enating jurisdiction]]; and

[(ii)) any city, metropolitan authority, town, vill age, township, district or [rural municipality or other
municipal body, however designated, incorporated oestablished by or under a law of [enacting
jurisdiction].]

Comment: The definition of "electronic” intends to ensunattithe application of the Act is not unduly
restricted by technical descriptions. For examgigital imaging relies on optical storage, whichidshnically
not electronic, but which is generally seen as @rigpsubject to this Act. Likewise, new technolagiaay arise
that fit within the principles of the Act that mighe excluded by a literal reading of "electronithe only limit
is that the product must be in digital or otheamgible form. This prevents the definition fromending to
paper documents, which have similar capabilitiehaselectronic media.

The definition of "electronic signature” does nigate a different legal meaning of signature ingleetronic
world. That is why it refers to an intention torsighus importing the general law on the mentakstaquired
for validity. The definition serves two purposessE it makes clear that an electronic signatarsimply
electronic information; it does not need to "loe! a handwritten signature, though it is posstbléigitize
handwriting so that it is displayed in that wayc&ad, it acknowledges that the electronic signatdlienot be
"attached" to an electronic document the same wanank signature is to paper. The electronicaigre may
be "associated with" the document, by mathemaliocgt or otherwise. The reliability of the assomatwill
affect the validity of the signature. That questi®dealt with in section 10, not in the definition

"Government" is broadly defined to include all gaot the government of enacting jurisdictions. Hogre at
the margins each jurisdiction will have to decideew particular entities are more like private sebtudies that
should be subject to the general rules of the @adwn Corporations are the most likely candidatestech
treatment, but not all of them may be given idealtstatus in each jurisdiction.

Municipal governments may be problematic as weike Teasons for separate rules for governments apply
municipalities. The general permission to commuteiedectronically in section 17 may be very useful.
However, the number of municipalities in most emaygjurisdictions creates the potential for diveasel
incompatible technical standards, rendering compatiuns expensive if not impossible. Some kindesftcal
coordination may be advisable. This is beyond tops of the Uniform Act, however. For this reason t
reference to municipalities has been square bradket

Application

2. (1) Subject to this section, this Act applies in i&pect of [enacting jurisdiction] law.

(2)The [appropriate authority] may, by [statutory instrument], specify provisions of or requirements
under [enacting jurisdiction] law in respect of which this Act does not apply.

(3) This Act does not apply in respect of
(a) wills and their codicils;

(b) trusts created by wills or by codicils to wills



(c) powers of attorney, to the extent that they arén respect of the financial affairs or personal cee of an
individual;

(d) (repealed 2011, effective November 30" 2011)

(4) Except for Part 3, this Act does not apply in@spect of negotiable instruments, including negotde
documents of title.

(5) Nothing in this Act limits the operation of anyprovision of [enacting jurisdiction] law that expressly
authorizes, prohibits or regulates the use of elecinic documents.

(6) The [appropriate authority] may, by [statutory instrument], amend subsection (3) to add any
document or class of documents, or to remove any dament or class of documents previously added
under this subsection.

(7) For the purpose of subsection (5), the use obwls and expressions like "in writing" and "signature”
and other similar words and expressions does not hitself prohibit the use of electronic documents.

Comment (Revised, November 302011): The Act will apply to all legal rules within theithority of the
enacting jurisdiction, whether in statute, regalatiorder-in-council or common law. This sectiotssmit a
short list of exceptions, such as wills and larahséfers. The principle of exclusion is not thatrsdocuments
should not be created electronically. Rather, #egm to require more detailed rules, or more safeiguor
their users, than can be established by a genemnabge statute like this one.

Until 2011 this section also excluded “documentd tireate or transfer interests in land and tratire
registration to be effective against third partidhat provision was removed for several reasdmslaw had
become more accepting of electronic communicatamsincreasingly gave them the effect of writingrev
without statutory direction; real estate documeotabther than the actual transfer could be eleatrdalf the
provinces did not have the exception in their e+cmrce legislation; real estate transfers would fieinem
the other facilitating provisions of the Uniform tAand most people who transferred real estatsalidith the
assistance of licensed real estate agents who edulde on matters of form and registration. Anyrfal or
writing requirements imposed by the applicablestgtion regime continue to apply, regardless efliniform
Act. (See subsection (5) below.) More detail os #timendment can be found in the Civil Section d@um
for the 2011 Annual meeting.

Subsection (5) says that the Act also does not timei operation of any rule of the law of the emart
jurisdiction that already provides expressly fa tise of electronic documents or expressly barsubke.
Subsection (7) ensures that words like "in writiag8 not taken to prohibit their use; more specédference to
electronic documents is needed for that purpoge.Uniform Act intends to remove barriers to elecic
communications, but not to reform existing law@bting existing law into harmony with its standardhat is
a separate task for the legislature. Enacting thiéotin Act will avoid the need to amend all thetstas of a
jurisdiction that impose or imply paper documelithere such statutes have already been amended, the
Uniform Act does not limit their operation. For exgle, if the enacting jurisdiction has passed théddm
Electronic Evidence Act, then the provisions o§tAct on originals will not apply to the best evide rule in
that jurisdiction.

Subsections (2) and (6) are safety valves, allowheggovernment to add to the list of exceptioB¥bfy
provisions of law, (6) by types of document, inecagzamples of paper-based documents arise afteineserat
of the Uniform Act where it is thought that electro communications should not substitute. If sucaneples
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are known at the time of enactment, they can beddtmthe statutory list here. Advance health daectives
(if thought not to be included as a power of attgrfor personal care) and agreements on domestic or
matrimonial matters might be examples. In the ggts of maximizing the benefit of electronic
communications, the Uniform Law Conference has kieptexceptions to a minimum.

The Act also allows the government to take the leggry exceptions off the list again, but not téede by
executive action the exceptions made by statuteleéach enacting jurisdiction may choose the légall by
which the list may be made and amended, the astionld be public, as is suggested by the bracketed
"statutory instrument”.

There is no general exception for consumer traimsactConsumers want to be sure of the legal effetiteir
electronic dealings as much as anyone else. Mdayg ai consumer protection can be satisfied by the
functional equivalents to writing in the Uniform #A¢lowever, the general issue of consumer protedtio
electronic commerce is being separately reviewed f®deral-provincial- territorial working groumdthat
group may propose complementary harmonized legislathere appropriate.

Crown
3. This Act binds the Crown.

Comment: The Crown is covered by this Act, and its eledca@ommunications will be affected by it. Part 1
contains special provisions for government commatioas that limits this section somewhat. For great
certainty about the rest of the Act, this sectias heen inserted.

Interpretation

4. The provisions of this Act relating to the sati&ction of a requirement of law apply whether the aw
creates an obligation or provides consequences fdoing something or for not doing something.

Comment: This section ensures that the enabling rules obthiéorm Act apply broadly to "requirements” to
use paper, even if the law does not appear toecegabbligation. For example, a statute may say "An
acceptance in writing is valid", or "An acceptamoé in writing is invalid”, instead of "An acceptanmust be
in writing”. The principle of the rule in eithersmamay have been to ensure that oral communicationkl not
be relied on. It was unlikely to have been intentbegrohibit an acceptance by electronic document.

PART 1
PROVISION AND RETENTION OF INFORMATION

Legal recognition

5. Information shall not be denied legal effect oenforceability solely by reason that it is in elecbnic
form.

Comment: This is the governing principle for the UniformtAtegal effect may not be denied to electronic
communications only because of the electronic farhe reason for the double negative is that thédomi Act
cannot guarantee the effect of electronic commtioicg. There may be many reasons to challengeityatitia
particular electronic document. The purpose of $kigtion is to ensure that the electronic form aliemot such
a reason.
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Much of Part 1 of the Uniform Act deals with padiiar form requirements, e.g. that information beviiting,
or signed. If the law does not require particutanfs or media, people should be able to providemétion
electronically under current law. Section 5 willlneemove all doubt, by barring discrimination bdes the
medium of communication. For example, if someorgetbagive notice to someone else, electronic notile
satisfy that requirement. Section 5 simply undesdithat fact.

Use not mandatory

6.(1) Nothing in this Act requires a person to user accept information in electronic form, but a person's
consent to do so may be inferred from the personsonduct.

(2) Despite subsection (1), the consent of the Gorment to accept information in electronic form may
not be inferred by its conduct but must be expresskeby communication accessible to the public or to
those likely to communicate with it for particular purposes.

Comment: This section ensures that the Act is not use@mtopel people to use electronic documents against
their will. Many people are still uncomfortable wisuch documents, and of course many others dgehdiave
the capacity to use them. Nothing "in this Act"uigs the use of such documents. However, peopléical
themselves to use them, by contract or by practice.

Handing out a business card with an e-mail addressme circumstances may be taken as consentdvee
e-mail for the purposes of that business, thougsipty not for all purposes. Likewise, placing adey
through a web site may be consent to deal withweatlor electronically, though that consent codd b
withdrawn. The effectiveness of a consent found standard form (not negotiated) contract may lenap
dispute without some action to show it was intendiedling to respond to an electronic message tisikaly to
constitute consent to receive the message in dhnat, fif there is no other evidence of consent &kimd of
electronic message received.

This consent rule does not undermine the usefulbfetse Uniform Act, which aims at certainty, not
compulsion. The Act seeks to give legal effectlezteonic documents used by parties who want tahese. It
does not give people a calculated or bad faith edyof transactions based on electronic commuricatiby
"strategic" withdrawal of consent. The reality ohsent and the effect of a purported withdrawalasfsent
will have to be judged on the circumstances ofipaldr cases.

Information coming into government has a specetiust The general permission to use electronic
communications may expose governments to an ovémimg variety of formats and media that they may no
have the capacity to handle and that may not warrkifeir particular purposes. Private sector egtian limit
their exposure by contract; governments often dghl people with whom it has no contract. Part dréfiore
allows governments to set its own rules for incayetectronic documents. The "consent" to accetreleic
records must be express, not implied, and it mestdmnmunicated to those likely to need to knowtiis

could be done by posting requirements on a webaitiey issuing a directive, or by more or lesgrfal means
depending on the circumstances. It could also peessed in a particular contract, if the policyleaggpto all
such contracts.

Requirement for information to be in writing

7. A requirement under [enacting jurisdiction] law that information be in writing is satisfied by
information in electronic form if the information i s accessible so as to be usable for subsequent refiee.
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Comment: The Model Law takes as the basic function of wgtihe establishment of memory, that is the
durable record of information. As a result, theieglent of this function can be achieved if an &laaic
document is accessible so as to be usable for guesereference. "Accessible” means understandableel|
as available. "Subsequent reference" does notfgmetime for which the electronic document musubkable,
any more than a piece of paper is guaranteedtto las

Providing information in writing

8.(1) A requirement under [enacting jurisdiction] law for a person to provide information in writing to
another person is satisfied by the provision of thenformation in an electronic document,

(a) if the electronic document that is provided tdahe other person is accessible by the other persamd
capable of being retained by the other person so &3 be usable for subsequent reference, and

(b) where the information is to be provided to theGovernment, if

(i) the Government or the part of Government to wheh the information is to be provided has consented
to accept electronic documents in satisfaction ohe requirement; and

(i) the electronic document meets the informatioritechnology standards and acknowledgement rules, if
any, established by the Government or part of Goverment, as the case may be.

Comment: When the law requires someone to provide inforomatd someone else in writing, then more is
needed than mere accessibility. The recipienthvasdeive the document in a way that gives himesrdontrol
over what becomes of it. One cannot give noticariting by holding up a text on paper for the otperson to
read. One must deliver a paper. This section tbexeequires the information to be accessible ddissequent
use, but also that the information be capabletehten by the person who is to be provided with th
information. How it is made capable of retentiomdd specified, as different types of enterprise nse
different means for different purposes. In somesdke information may be sent by e-mail; in othiérmay be
made available for printing or downloading, if ihéended recipient is given notice that it is soessible.

Government may apply information technology stadglawhich would extend at least to hardware and
software specifications and rules on the mediumpaimunication (diskette, the Internet, dedicateonghline,
and so on.) Government may also choose to make ableut acknowledgements, where information isto b
provided to it, so the person submitting informatias evidence that the information is received.

Providing information in specific form

9. A requirement under [enacting jurisdiction] law for a person to provide information to another per®n
in a specified non-electronic form is satisfied byhe provision of the information in an electronic
document,

(a) if the information is provided in the same or gbstantially the same form and the electronic docuent
is accessible by the other person and capable ofibg retained by the other person so as to be usabier
subsequent reference, and



(b) where the information is to be provided to theGovernment, if

(i) the Government or the part of Government to wheh the information is to be provided has consented
to accept electronic documents in satisfaction ohe requirement; and

(i) the electronic document meets the informatiortechnology standards and acknowledgement rules, if
any, established by the Government or part of Goverment, as the case may be.

Comment: Sometimes writing requirements are more precitguts or regulations may prescribe a form for
presenting the information. This section describesfunctional equivalent of those requirementscibnic
documents must have the same or substantiallyatine $orm as the requirement - format is a vitat péar
meaning.

The same rules for government documents applycam diection 8.
Sgnatures

10. (1) A requirement under [enacting jurisdiction]law for the signature of a person is satisfied bgn
electronic signature.

(2) For the purposes of subsection (1), the [authiby responsible for the requirement] may make a
regulation that,

(a) the electronic signature shall be reliable fothe purpose of identifying the person, in the lighof all the
circumstances, including any relevant agreement anthe time the electronic signature was made; and

(b) the association of the electronic signature vhtthe relevant electronic document shall be reliale! for
the purpose for which the electronic document was ade, in the light of all the circumstances, includig
any relevant agreement and the time the electronisignature was made.

(3) For the purposes of subsection (1), where thegeature or signed document is to be provided to &
Government, the requirement is satisfied only if

(a) the Government or the part of Government to whih the information is to be provided has consented
to accept electronic signatures; and

(b) the electronic document meets the informationeichnology standards and requirements as to method
and as to reliability of the signature, if any, esiblished by the Government or part of Government, athe
case may be.

Comment: A signature may mean many things in law, but trseetal function is to link a person with a
document. A signature without a document is onlpatograph. This section therefore makes an el@ctro
signature, as defined, function as a signaturavin The definition requires that the informatiorrgmrting to
constitute the signature be created or adopteddeyson with the intent to sign the document, dad it be
associated in some way with the document. Somedtwealleges that an electronic signature meetsragige
requirement will have to prove these charactegdticthe satisfaction of the court or other decistaker.

The general law does not set any technical starfdattie production of a valid signature. The etisén
question is the intent of the person who createdriark or symbol alleged to be a signature. Thiglevo

8



normally proved by evidence extrinsic to the docaotmthough the position of a name written in inkynhead
readily to the conclusion that it was intended écalsignature. Evidence of intent of electroniaatgres will
develop with practice.

Although the UN Model Law makes an electronic stgnameet a test of appropriate reliability in orte
meet a signature requirement, the Uniform Law Camfee felt that such a

test would detract from the "media neutrality” loé tUniform Act. However, where the authorities mspble
for a signature requirement take the view thatréggirement does imply some degree of reliabilfty o
identification or of association with the documémbe signed, they may under subsection (2) makgwation
to impose a reliability standard. The languageubisgction (2) is based on that in the Model Law.

Signatures submitted to government must conformftymation technology requirements and also to ramhgs
about the method of making them or their reliapilDifferent departments may have different stadsldor
such matters, depending on what they need to dothat signed information.

The Uniform Act does not say how to show who sigaectlectronic document. Attribution is left to mrary
methods of proof, just as it is for documents opgpaThe person who wishes to rely on any signdakes the
risk that the signature is invalid, and this ruteesl not change for an electronic signature.

Provision of originals

11. (1) A requirement under [enacting jurisdiction]law that requires a person to present or retain a
document in original form is satisfied by the provsion or retention of an electronic document if

(a) there exists a reliable assurance as to the intéy of the information contained in the electronic
document from the time the document to be presenteor retained was first made in its final form,
whether as a paper document or as an electronic doment;

(b) where the document in original form is to be prowded to a person, the electronic document that is
provided to the person is accessible by the persamd capable of being retained by the person so as be
usable for subsequent reference; and

(c) where the document in original form is to be povided to the Government,

(i) the Government or the part of Government to wheh the information is to be provided has consented
to accept electronic documents in satisfaction ohe requirement; and

(i) the electronic document meets the informatioriechnology standards and acknowledgement rules, if
any, established by the Government or part of Goverment, as the case may be.

(2) For the purpose of paragraph (1)4),

(a) the criterion for assessing integrity is whethethe information has remained complete and unaltered
apart from the introduction of any changes that arse in the normal course of communication, storage
and display;

(b) the standard of reliability required shall be asgssed in the light of the purpose for which the
document was made and in the light of all the circonstances.
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(3) For the purposes of paragraph (1)(b), an eleabnic document is deemed not to be capable of being
retained if the person providing the electronic doament inhibits the printing or storage of the electonic
document by the recipient.

Comment: The Model Law considers the basic function of reqg an original document to be to support the
integrity of the information in it. It is presumattharder to alter an original than a copy. Thidiseanakes an
electronic document function as an original if thare sufficient assurances of integrity of thenmfation in it.
This is similar to the standards for meeting thst le@idence rule in section 4 of the Uniform Elentc

Evidence Act and in article 2838 of the Civil CarfeQuebec. In addition, the rule requires the egjeint to
writing, as set out in section 7. The standardHerassurances of integrity of the information esnvith the
purpose of the document, just as the degree ofisgrof the integrity of a paper document will vasgth its

use. The usual rules about government apply inségsion too.

Whether document is
capable of being retained

12. An electronic document is deemed not to be capa of being retained if the person providing the
electronic document inhibits the printing or storage of the electronic document by the recipient.

Comment: Several sections require that a document musapaide of being retained in order to meet the legal
requirement that information be provided. This iegcis intended to discourage the sender from damghing
that would inhibit the recipient from printing aiosing the electronic document once it is received.

Retention of documents

13. A requirement under [enacting jurisdiction] law to retain a document is satisfied by the retentioof
an electronic document if

(a) the electronic document is retained in the formatn which it was made, sent or received, or in a
format that does not materially change the informaibn contained in the document that was originally
made, sent or received;

(b) the information in the electronic document will ke accessible so as to be usable for subsequent
reference by any person who is entitled to have aess to the document or who is authorized to requirgs
production; and

(c) where the electronic document was sent or recei@ginformation, if any, that identifies the origin and
destination of the electronic document and the datand time when it was sent or received is also reteed.

Comment: People may wish to retain records in electronimfovhether the records were created
electronically or on paper. Paper documents maydge electronic by scanning, which makes the indbion
treatable as data afterwards, or by imaging, whaerally preserves a digital picture of the infation that is
not intended to be changed. In any event, the ilmmcif making people retain records is to retam th
information contained in the record.
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Record managers and archivists make clear thaiiaiion about the records are important to undedsbg
them, or even knowing what they are. However, théddm Act does not require more of such contextual
information (sometimes known as "metadata”) thaesdbe current law about documents on paper. & sag
that if an electronic document is transmitted, theg information available about the time of isngmission
should be kept as well as the document itself.

This is more than is required for documents on pagiece someone who receives a paper documemné imail
is not required to keep the envelope or other mgilnformation. However, the Act does not require t
information to be created if it is not there. Agame distinguish between good practices and legplirements.

The standard for electronic record retention islamnto that for original documents, that the iniggof the
information be maintained and be accessible tcetd® have a right to see it. Satisfying the regquents for
originals under section 11 is somewhat more stringe to form. Not all retention requirements w#mand
the original document. Where they do, section lllapply as well as section 13.

The Act does not mention the time for which sudords may be retained, since the time will not gjeawith
the medium of storage. Nor does it expressly reqinat the hardware and software used to storeematithe
information be kept current, but that is impliedthg need for continued accessibility. The law doas
prescribe the technology, any more than it requaresrtain kind of paper or ink or other supporttfaditional
records.

Copies

14. Where a document may be submitted in electroniorm, a requirement under a provision of [enacting
jurisdiction] law for one or more copies of a docurent to be submitted to a single addressee at thensa
time is satisfied by the submission of a single v&@pn of an electronic document.

Comment: With electronic documents, copies are hard tardjsish from originals. In addition, electronic
documents are usually very easy to reproduce. Ragents of statutes and regulations for peoplelons
certain numbers of copies of documents are hareat in the electronic context, therefore. Must seed in
several diskettes, or send the same e-mail messageal times, or attach the same document sevaed to
the same e-mail? This section resolves those igguesyuiring the person receiving the informationmake
the copies.

Other requirements continue to apply

15. Nothing in this Part limits the operation of ary requirement under [enacting jurisdiction] law for
information to be posted or displayed in specifieananner or for any information or document to be
transmitted by a specified method.

Comment: Sometimes particular forms of display are requigedgarticular forms of communication. The
electronic document must also follow the other foubes. Sometimes such rules may mean that a paper
document must be used. However, the words "inngitor "signed” themselves do not constitute a ¢sjsel
manner" or "specifed method" for these purposeth@point of much the Act would be underminedh#
rules say that regular mail must be used to deliermation, the parties to the communication ragyee on
other means, if the source of those rules allowh sariation, expressly or by implication.
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Authority to prescribe forms and manner of filing forms

16. (1) If a provision of [enacting jurisdiction] law requires a person to communicate information ,lte
minister of the Crown responsible for the provisionmay prescribe electronic means to be used for the
communication of the information and the use of thee means satisfies that requirement.

(2) If a statute of [enacting jurisdiction] sets otia form, the [authority responsible] for the form may
make an electronic form that is substantially the ame as the form set out in the statute and the eleanic
form is to be considered as the form set out in thstatute.

(3) A provision of [enacting jurisdiction] law that authorizes the prescription of a form or the manne of
filing a form includes the authority to prescribe an electronic form or electronic means of filing theform,
as the case may be.

(4) The definitions in this subsection apply in ths section.
(a) "filing" includes all manner of submitting, regar dless of how it is designated.

(b) "prescribe” includes all manner of issuing, makirg and establishing, regardless of how it is
designated.

Comment: Much information must be submitted to governmenbagorivate persons on specific forms, set out
in statute or more commonly prescribed in reguiaidrather than require governments to amendall th
authorizing texts, this section allows them to paewelectronic equivalents to the forms designedfa often
presumed to be paper. The first subsection appiese information is to be provided but withouppeafied
form, to allow the government to create a form.sdtion (2) deals with forms in statutes and sutimse¢3)

with forms in regulations. Subsection (2) doessp#cify how the electronic equivalent of a statyform

should be created. Subsection (3) says that adoithrorized to be made by regulation must be giigen i
electronic equivalent by regulation. Enacting jdicsions may choose whether they wish to allow for
administrative forms, especially where a paper-thésen is already presecribed.

Collection, storage, etc.

17. (1) In the absence of an express provision ima[enacting jurisdiction] law that electronic mears may
not be used or that they must be used in specifiedays, a minister of the Crown in right of [enacting
jurisdiction] or an entity referred to in subparagr aphs 1(c)(ii) [or (iii)] may use electronic meansat
create, collect, receive, store, transfer, distribte, publish or otherwise deal with documents or
information.

(2) For the purpose of subsection (1), the use obwls and expressions like "in writing" and "signature”
and other similar words and expressions does not biself constitute an express provision that electmic
means may not be used.

Comment: This section gives governments the right to usetednic communications internally and externally,
and to convert incoming messages to electronic famiike the following sections on communicationsm
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the public to the government, it does not requing @pting in, but applies directly when the Act asiinto
force. This general permission yields to any diogcby the legislature that electronic documentsheoused.
However, the mere use of terms such as "writing'smmned" is not considered such a direction, smost of
them date from a time when paper was presumed;hosen expressly over electronic media.

Electronic payments

18. (1) A payment that is authorized or required tdoe made to the Government under [enacting
jurisdiction] law may be made in electronic form inany manner specified by [the Receiver General] for
the [enacting jurisdiction].

(2) A payment that is authorized or required to banade by the Government may be made in electronic
form in any manner specified by the [Receiver Genai] for the [enacting jurisdiction].

Comment: To ensure the integrity of public accounts andaotability for public finances, payments to and
by government are often subject to detailed stagutdes. This section allows the Receiver General
equivalent authority in the enacting jurisdicti@nprovide for electronic media of payment, for ingog or for
outgoing payments, or both. The usual rules abwtintoaity and record-keeping would continue to agplguch
payments.

PART 2

COMMUNICATION OF ELECTRONIC DOCUMENTS

Comment: This Part gives general guidance to points oftlaat may be in doubt in a world of electronic
communications. Unlike the provisions of Part 1s thart does not deal with specific requirementheflaw. It
applies to common law rules of contracts, and smpphts them with a few rules that appear useftégolve
common difficulties in using such communicationev&nment communications are included in this Part.

Definition of "l ectronic agent”

19.1n this Part, "electronic agent" means a computer pogram or any electronic means used to initiate
an action or to respond to an electronic documentsr actions in whole or in part without review by a
natural person at the time of the response or actio

Comment: Computer transactions are largely automated tctioss. The novelty of

electronic commerce is less the automation tharelderonic communications used to establish k@aiatiips
that require legal effect. The forms of automatoa changing, too. Businesses and individuals eigettonic
agents", which are software programs, sometimesdddd in hardware, that can seek out informati@h an
respond to it or to incoming messages. This patsdgith some of the legal effects of using sudigto

The use of the term "electronic agent” is widesgirdde law of agency however plays no part in this
discussion. An electronic agent is a tool, notgenain law.
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Formation and operation of contracts

20. (1) Unless the parties agree otherwise, an affer the acceptance of an offer, or any other mattethat
is material to the formation or operation of a contact, may be expressed

(a) by means of an electronic document; or

(b) by an action in electronic form, including touchng or clicking on an appropriately designated icoror
place on a computer screen or otherwise

communicating electronically in a manner that is inended to express the offer, acceptance or other
matter.

(2) A contract shall not be denied legal effect cgnforceability solely by reason that an electronic
document was used in its formation.

Comment: The Act does not purport to change the generablagontracts. This section ensures that electronic
communications are capable of conveying the kirdstention that are necessary to support contedctu
relations. In particular, actions that do not imeotetailed language, such as clicking on iconsamputer
screens, are expressly made acceptable for copuigmbses.

Involvement of electronic agents

21. A contract may be formed by the interaction ofin electronic agent and a natural person or by the
interaction of electronic agents.

Comment: The law has been unclear whether automated méaasnonunication such as electronic agents
could convey the intention needed to form a cobhtndere no human being reviewed the communication
before the contract was made. This section malaedt that this can be done, both where a naparaion
communicates with an electronic agent and whe@ramunication has an electronic agent at both ends.

Errors when dealing with electronic agents

22. An electronic document made by a natural persowith the electronic agent of another person has no
legal effect and is not enforceable if the naturgberson made a material error in the document and

(a) the electronic agent did not provide the naturaperson with an opportunity to prevent or correct the
error;

(b) the natural person notifies the other person oftte error as soon as practicable when the natural
person learns of it and indicates that he or she na@ an error in the electronic document;

(c) the natural person takes reasonable steps, includy steps that conform to the other person's
instructions to return the consideration receivedjf any, as a result of the error or, if instructedto do so,
to destroy the consideration; and
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(d) the natural person has not used or received anyaterial benefit or value from the consideration, if
any, received from the other person.

Comment: The law has rules about the effect of mistakegid@#ar concerns have been expressed about
computer communications, however, for two reasbirst, it is easy to hit a key when typing quickty,click a
mouse on the wrong spot on a screen, and by doisgred a command with legal consequences ("thé&sing
keystroke error"). Second, much electronic commerc®ne by electronic agents, as noted in the cembho
the previous section. The electronic agents maypeaqgirogrammed to respond to a subsequent messagg s
"l didn't mean that."

This section supplements the general law of mistakere an electronic document is created or seertror by
a natural person to an electronic agent. The pesbansends it must give notice of the error as sn
practicable, respond to instructions, and not befrefn the mistake.

In addition, the section applies only if the legatity to which the message was sent did not peoaidhethod
of preventing or correcting the error. The Act doestell people how to do this, but one may imagan
message on a screen saying "You have ordered X.as $his correct?" If the person confirms thesfiorder,
this section would not apply. This provision gi@sine merchants a way of giving themselves a gtead of
security against allegations of mistake, and erages good business practices in everybody's itteres

Time and place of
sending and recei pt
of electronic documents

23. (1) Unless the originator and the addressee agr otherwise, an electronic document is sent when i
enters an information system outside the control afhe originator or, if the originator and the addressee
are in the same information system, when it become&spable of being retrieved and processed by the

addressee.

(2) An electronic document is presumed to be recead by the addressee,

(a) when it enters an information system designatedr used by the addressee for the purpose of receig
documents of the type sent and it is capable of lmgj retrieved and processed by the addressee; or

(b) if the addressee has not designated or does nmte an information system for the purpose of receing
documents of the type sent , when the addressee bews aware of the electronic document in the
addressee' s information system and the electrondocument is capable of being of being retrieved and
processed by the addressee.

(3) Unless the originator and the addressee agretherwise, an electronic document is deemed to berge
from the originator's place of business and is deeed to be received at the addressee's place of buess.

(4) For the purposes of subsection (3)

(a) if the originator or the addressee has more thmone place of business, the place of businesshatt
which has the closest relationship to the underlym transaction to which the electronic document rels
or, if there is no underlying transaction, the prircipal place of business of the originator or the attessee;
and
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(b) if the originator or the addressee does not hava place of business, the references to "place of
business" in subsection (3) are to be read as refices to "habitual residence".

Comment: Computer communications usually depend on interarexsi, whether privately contracted services
like value-added networks (VANS) or public Intersetvice providers (ISPs) or others. On the Intgerne
messages travel in packets through unpredictalidbic@mtions of computers on their way to their degton.
This complicates deciding when messages are sdirearived, and where. The law often makes it it@mbr

to know these things.

This section provides that a message is sent vileavies the control of the sender. This meansffdy that
the sender cannot recall it any more, whether fitoenoriginal system or from some other system gam
dispatch agent or computing service. If the seaddrthe addressee are in the same system - sgysgsbem
like sympatico.ca or aol.com - then the messagens when the addressee could retrieve and priacess

The section provides a presumption, not a ruleylben a message is received. Current practice®ohgtand
checking messages suggested that it was premataredte any rule about receipt. The UN Model Lasrds
a message to be received when it enters an infamsystem within the control of the addresseeaylwere it is
accessible to the addressee. However, people ntahack their e-mail regularly, especially if thegve
several addresses. The section says that if tregrdde an address, or use it for a purpose, ttegnwill have
a duty to check that address for messages.

If the addressee does not designate or use ansaddrethe purpose for which someone wants to aend
message, then the message is not presumed todneeckantil the address has notice of it, and ie &b
retrieve it and process it. The section does riire actual retrieval and processing, in ordegrevent people
from preventing receipt by refusing to open messdigat they could open if they chose to. Howeves, t
consent principle of section 6 continues to opersiesomeone who is told that an electronic mesisage
available on his or her system may still be abldedine to deal electronically at all and insrsdtta writing
requirement be satisfied on paper.

Subsection (2) does not say "unless otherwise dfjras do subsections (1) and (3). This is in padause it is
a presumption. Where a presumption applies rakiaar & rule, the parties may be able to agree texis¢éence
of facts that qualify for the presumption, thuseffect altering the burden of proof. If the addezsdesignates a
system by agreement or by conduct, that will lead presumption of receipt. If the sender can stiatthe
message entered the designated system and wasabte, the addressee may have trouble rebutteng th
presumption. Parties may also agree on what theessiee is capable of processing. Allowing for ae@gent
to make receipt easier to show, e.g. by agreeiaigatimessage is received when sent, was not thought
appropriate for electronic communications at threet

It may be that ISPs will not have the logs or otvdence of the time at which messages were redeivtheir
systems. Senders who really need to know for siaetheir messages have been received will wagtto
evidence of actual receipt, such as acknowledgesrieorh the addressees.

The section does follow the Model Law in providithgt messages are presumed to be sent from andeece
at the principal place of business of the sendee@pient. Computer servers are often in diffeygates, and
people may access messages from different plactkssdthe parties agree otherwise, these variasiomsld
not affect the legal rights arising from the comimcations.

PART 3
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CARRIAGE OF GOODS

Comment: This part addresses a particular sector of econautieity, the carriage of goods. It was the only
one on which the UN Model Law chose to provide suteough the UN left open the potential for future
additions. The carriage of goods is frequentlyrmaéonal, so harmonization of the law across bardeay be
very useful. The main point of this part is to go®van electronic equivalent of certain shippingutoents (a
term used regardless of the means of shipment), asibills of lading. Sometimes these documents are
negotiable, which means that the documents themselrry the value of the goods they list. As altethey
must be unique. Creating a unique electronic docaimsechallenging. Section 25 says what the elaatro
document must do to serve the function of the shgpdocument on paper. The operation of the Part is
explained in paragraphs 113 to 122 of the Guidenactment of the Model Law.

Actions related to contracts of carriage of goods

24. This Part applies to any action in connection ith a contract of carriage of goods, including, bunot
limited to,

(a) furnishing the marks, number, quantity or weight of goods;

(b) stating or declaring the nature or value of goods

(c) issuing a receipt for goods;

(d) confirming that goods have been loaded,;

(e) giving instructions to a carrier of goods;

(f) claiming delivery of goods;

(g) authorizing release of goods;

(h) giving notice of loss of, or damage to, goods;

(i) undertaking to deliver goods to a named person a person authorized to claim delivery;
()) granting, acquiring, renouncing, surrendering, transferring or negotiating rights in goods;
(k) notifying a person of terms and conditions of aantract of carriage of goods;

() giving a notice or statement in connection withhe performance of a contract of carriage of goodsgnd
(m) acquiring or transferring rights and obligations under a contract of carriage of goods.
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Comment: This section lists the types of activity that nieeyaffected by the rules in this Part.

Documents

25. (1) Subject to subsection (2), a requirement der [enacting jurisdiction] law that an action referred
to in any of paragraphs 244) to (m) be carried out in writing or by using a paper doament is satisfied if
the action is carried out by using one or more elé®nic documents.

(2) If aright is to be granted to or an obligationis to be acquired by one person and no other persand
a provision of [enacting jurisdiction] law requires that, in order to do so, the right or obligation nust be
conveyed to that person by the transfer or use of @ocument in writing, that requirement is satisfiedif
the right or obligation is conveyed through the us®f one or more electronic documents created by a
method that gives reliable assurance that the rightr obligation has become the right or obligation b
that person and no other person.

(3) For the purposes of subsection (2), the standaof reliability required shall be assessed in thight of
the purpose for which the right or obligation was onveyed and in the light of all the circumstances,
including any relevant agreement.

(4) If one or more electronic documents are used tmccomplish an action referred to in paragraph 24)

or (m), no document in writing used to effect the actioms valid unless the use of electronic documents $ia
been terminated and replaced by the use of documenin writing. A document in writing issued in these
circumstances must contain a statement of the termation, and the replacement of the electronic
documents by documents in writing does not affecthe rights or obligations of the parties involved.

(5) If a rule of [enacting jurisdiction] law is compulsorily applicable to a contract of carriage of @ods
that is set out in, or is evidenced by, a documeit writing, that rule shall not be inapplicable toa
contract of carriage of goods that is evidenced bgne or more electronic documents by reason of thadt
that the contract is evidenced by electronic docunms instead of by a document in writing.

Comment: This section permits the use of electronic docum#r the carriage of goods, if the documents
comply with this section. Subsection (2) is thectlanic functional equivalent of a unique documdintights
are to be given to one particular person, therekbetronic document must be in a form that givéakke
assurance that the rights or obligations repreddmntdhe document are those of that person andhes.olrhe
Act does not say how this might be done. As elseg/hieprovides the legal consequences for doing it

Subsection (4) guards against the risk that nonhedia can simultaneously be used for the same perpo
While it may happen that someone who starts dealitigelectronic documents may have to switch tpgpaat
some point, this section sets out rules to enwaeaveryone will know which version of a documiesnt
effective.

Subsection (5) ensures that other rules about deetsior the carriage of goods, such as the HamRulgs

applicable under th€arriage of Goods by Water Act, apply to electronic documents though the ternthese
rules seem to contemplate paper. Not only arerelg@ictdocuments permissible in general, but the& does
not take the documents out of the scope of suclpatsory rules.
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